**ОСТОРОЖНО, МОШЕННИКИ**

В последнее время одним из самых распространённым способом мошенничества является предложения якобы сотового оператора продлить договор на предоставления услуг связи.

Злоумышленники осуществляют телефонный звонок гражданам и информируют их о необходимости продлить срок договора путем сообщения им кода из направленного смс-сообщения. Далее доверчивые граждане, ничего не подозревая, предоставляют мошенникам код доступа в личный кабинет портала «Госуслуги», тем с самым предоставляют доступ к своим персональным данным, которыми в последствии может воспользоваться злоумышленник для оформления кредита, перевода денежных средств с банковских карт граждан.

Чтобы не стать жертвой мошенников не нужно сообщать ни какие сведения из смс- сообщении, данные банковских карт, паспортные данные, номера СНИЛС и другую персональную информацию, не загружать сомнительные приложения, не переходить по непроверенным ссылкам.
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